
 Page 1 
ME_197075254_1 

 
 
 
 
 

 

EU Standard Contractual Clauses  
Section I 

1. Purpose and scope 
(a) The purpose of these standard contractual clauses is to ensure compliance with the 

requirements of Regulation (EU) 2016/679 of the European Parliament and of the 
Council of 27 April 2016 on the protection of natural persons with regard to the 
processing of personal data and on the free movement of such data (General Data 
Protection Regulation) for the transfer of personal data to a third country. 

(b) The Parties: 

(i) the natural or legal person(s), public authority/ies, agency/ies or other body/ies 
(hereinafter "entity/ies") transferring the personal data, as listed in Annex I.A. 
(hereinafter each "data exporter"), and 

(ii) the entity/ies in a third country receiving the personal data from the data 
exporter, directly or indirectly via another entity also Party to these Clauses, as 
listed in Annex I.A. (hereinafter each "data importer") 

(iii) have agreed to these standard contractual clauses (hereinafter: "Clauses").  

(c) These Clauses apply with respect to the transfer of personal data as specified in 
Annex I.B.  

(d) The Appendix to these Clauses containing the Annexes referred to therein forms an 
integral part of these Clauses. 

2. Effect and invariability of the Clauses 
(a) These Clauses set out appropriate safeguards, including enforceable data subject 

rights and effective legal remedies, pursuant to Article 46(1) and Article 46 (2)(c) of 
Regulation (EU) 2016/679 and, with respect to data transfers from controllers to 
processors and/or processors to processors, standard contractual clauses pursuant to 
Article 28(7) of Regulation (EU) 2016/679, provided they are not modified, except to 
select the appropriate Module(s) or to add or update information in the Appendix. This 
does not prevent the Parties from including the standard contractual clauses laid down 
in these Clauses in a wider contract and/or to add other clauses or additional 
safeguards, provided that they do not contradict, directly or indirectly, these Clauses 
or prejudice the fundamental rights or freedoms of data subjects.  

(b) These Clauses are without prejudice to obligations to which the data exporter is 
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3. Third-party beneficiaries 
(a) 
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(i) where it has obtained the data subject's prior consent;  

(ii) where necessary for the establishment, exercise or defence of legal claims in 
the context of specific administrative, regulatory or judicial proceedings; or  

(iii) where necessary in order to protect the vital interests of the data subject or of 
another natural person. 

8.2 Transparency 
(a) In order to enable data subjects to effectively exercise their rights pursuant to Clause 

10, the data importer shall inform them, either directly or through the data exporter: 

(i) of its identity and contact details; 

(ii) of the categories of personal data processed; 

(iii) of the right to obtain a copy of these Clauses; 

(iv) where it intends to onward transfer the personal data to any third party/ies, of 
the recipient or categories of recipients (as appropriate with a view to 
providing meaningful information), the purpose of such onward transfer and 
the ground therefore pursuant to Clause 8.7. 

(b) Paragraph (a) shall not apply where the data subject already has the information, 
including when such information has already been provided by the data exporter, or 
providing the information proves impossible or would involve a disproportionate effort 
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8.7 Onward transfers 
The data importer shall not disclose the personal data to a third party located outside the 
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(b) In particular, upon request by the data subject the data importer shall, free of charge: 

(i) provide confirmation to the data subject as to whether personal data 
concerning him/her is being processed and, where this is the case, a copy of 
the data relating to him/her and the information in Annex I; if personal data has 
been or will be onward transferred, provide information on recipients or 
categories of recipients (as appropriate with a view to providing meaningful 
information) to which the personal data has been or will be onward 
transferred, the purpose of such onward transfers and their ground pursuant to 
Clause 8.7; and provide information on the right to lodge a complaint with a 
supervisory authority in accordance with Clause 12(c)(i);  

(ii) rectify inaccurate or incomplete data concerning the data subject;  

(iii) erase personal data concerning the data subject if such data is being or has 
been processed in violation of any of these Clauses ensuring third-party 
beneficiary rights, or if the data subject withdraws the consent on which the 
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Clauses in relation to the offering of goods or services to them, or whose behaviour is 
monitored, are located, as indicated in Annex I.C, shall act as competent supervisory 
authority.]  

(b) The data importer agrees to submit itself to the jurisdiction of and cooperate with the 
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(f) Following a notification pursuant to paragraph (e), or if the data exporter otherwise 
has reason to believe that the data importer can no longer fulfil its obligations under 
these Clauses, the data exporter shall promptly identify appropriate measures (e.g. 
technical or organisational measures to ensure security and confidentiality) to be 
adopted by the data exporter and/or data importer to address the situation. The data 
exporter shall suspend the data transfer if it considers that no appropriate safeguards 
for such transfer can be ensured, or if instructed by the competent supervisory 
authority to do so. In this case, the data exporter shall be entitled to terminate the 
contract, insofar as it concerns the processing of personal data under these Clauses. 
If the contract involves more than two Parties, the data exporter may exercise this 
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pursue possibilities of appeal. When challenging a request, the data importer shall 
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Regulation (EU) 2016/679 becomes part of the legal framework of the country to 
which the personal data is transferred. This is without prejudice to other obligations 
applying to the processing in question under Regulation (EU) 2016/679. 

17. Governing law 
These Clauses shall be governed by the law of one of the EU Member States, provided such 
law allows for third-party beneficiary rights. The Parties agree that this shall be the law of 
Ireland. 

18. Choice of forum and jurisdiction 
(a) Any dispute arising from these Clauses shall be resolved by the courts of an EU 

Member State. 

(b) The Parties agree that those shall be the courts of Ireland. 

(c) A data subject may also bring legal proceedings against the data exporter and/or data 
importer before the courts of the Member State in which he/she has his/her habitual 
residence.  

(d) The Parties agree to submit themselves to the jurisdiction of such courts. 
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Appendix  
It must be possible to clearly distinguish the information applicable to each transfer or category of transfers and, in this regard, 
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B. Description of Transfer 
 
Categories of data subjects whose personal data is transferred 

• Prospective students 

Categories of personal data transferred 

• Name 

• Contact details 

• Academic records 

• Degree program application 

Sensitive data transferred (if applicable) and applied restrictions or safeguards that fully take into 
consideration the nature of the data and the risks involved, such as for instance strict purpose 
limitation, access restrictions (including access only for staff having followed specialised training), 
keeping a record of access to the data, restrictions for onward transfers or additional security 
measures. 

… 

The frequency of the transfer (e.g. whether the data is transferred on a one-off or continuous basis). 

• Each time the Agent submits an application to the University on behalf of a prospective 
student. 

Nature of the processing 

• Authorised representative as agent for UNSW 

Purpose(s) of the data transfer and further processing 

• To facilitate application for and enrolment in degree programs at UNSW 

The period for which the personal data will be retained, or, if that is not possible, the criteria used to 
determine that period  

• Personal data of applicants will be retained in accordance with the Recordkeeping Policy of 
UNSW and as required by applicable laws and regulations. 

For transfers to (sub-) processors, also specify subject matter, nature and duration of the processing 

… 

 

C. Competent Supervisory Authority 
 

Identify the competent supervisory authority/ies in accordance with Clause 13 

The authority identified by the data exporter as its competent supervisory 
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Annex 2 – Technical and organisational measures including technical 
and organisational measures to ensure the security of the data 
 
The technical and organisational measures must be described in specific (and not generic) terms. 
See also the general comment on the first page of the Appendix, in particular on the need to clearly 
indicate which measures apply to each transfer/set of transfers. 

Description of the technical and organisational measures implemented by the data importer(s) 
(including any relevant certifications) to ensure an appropriate level of security, taking into account 
the nature, scope, context and purpose of the processing, and the risks for the rights and freedoms of 
natural persons. 

[Examples of possible measures: 
 
Measures of pseudonymisation and encryption of personal data 
 
Measures for ensuring ongoing confidentiality, integrity, availability and resilience of 
processing systems and services 
 
Measures for ensuring the ability to restore the availability and access to personal data in a 
timely manner in the event of a physical or technical incident 
 
Processes for regularly testing, assessing and evaluating the effectiveness of technical and 
organisational measures in order to ensure the security of the processing 
 
Measures for user identification and authorisation 
 
Measures for the protection of data during transmission 
 
Measures for the protection of data during storage 
 
Measures for ensuring physical security of locations at which personal data are processed 
 
Measures for ensuring events logging 
 
Measures for ensuring system configuration, including default configuration 
 
Measures for internal IT and IT security governance and management 
 
Measures for certification/assurance of processes and products 
 
Measures for ensuring data minimisation 
 
Measures for ensuring data quality 
 
Measures for ensuring limited data retention 
 
Measures for ensuring accountability 
 
Measures for allowing data portability and ensuring erasure] 
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For University of New South Wales (UNSW): 

UNSW has implemented an IT Security Policy – 

https://www.unsw.edu.au/content/dam/pdfs/governance/policy/2022-01-policies/itsecuritypolicy.pdf
https://www.unsw.edu.au/content/dam/pdfs/governance/policy/2022-01-policies/datagovernancepolicy.pdf
https://www.unsw.edu.au/content/dam/pdfs/governance/policy/2022-01-policies/datastandard.pdf
https://unsw.sharepoint.com/sites/upp/datagov/SitePages/Data-Handling-Guideline(1).aspx
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